ГРУПА П-14 08.04.2020

Тема. Основні поняття в області безпеки інформаційних технологій. Місце і роль автоматизованих систем в управлінні бізнес-процесами

Ми починаємо вивчати новий модуль «Основи інформаційної безпеки», з певними поняттями з тієї теми ви вже знайомилися раніше. Наша мета поглибити знання, ознайомитися з різними видами загроз безпеці та шляхами їх подолання.

II. Мотивація навчання

1. *Назвіть основні етапи розвитку людства.*
2. *Яке суспільство називають інформаційним?*
3. *Чим займається інформатика як наука та як галузь діяльності людини?*
4. *Яка система називається інформаційною? Телекомунікаційною?*
5. *Для чого ми захищаємо інформацію?*
6. *Де ми захищаємо інформацію?*
7. ![http://qrcoder.ru/code/?%AB%D5%F2%EE+%E2%EE%EB%EE%E4%B3%BA+%B3%ED%F4%EE%F0%EC%E0%F6%B3%BA%FE+%96+%F2%EE%E9+%E2%EE%EB%EE%E4%B3%BA+%F1%E2%B3%F2%EE%EC%BB&4&0](data:image/gif;base64,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)*Як ми захищаємо інформацію****?***

*Обґрунтування необхідності захисту інформації(закодувати вислів до уроку за допомогою QR коду):*

«Хто володіє інформацією – той володіє світом» – це банальна фраза, відома, напевно, навіть дітям. Як ви розумієте цей вислів?

Вже не можна собі уявити світ без інформаційних технологій, персональних комп’ютерів, глобальних комп’ютерних мереж та мобільного зв’язку. В даний час інформаційні системи та інформаційно-телекомунікаційні мережі підтримують різноманітні сервіси та обробляють дані в таких кількостях, які важко було собі уявити ще кілька років тому. Їх функціонування необхідне для роботи дуже багатьох інфраструктур, наприклад, комунальні або електричні мережі, органи державного та регіонального управління, різноманітні організаційтощо.

Інформаційний ресурс є сьогодні таким же багатством, як корисні копалини, виробничі і людські ресурси, і також як вони підлягає захисту від різного роду посягань, зловживань і злочинів.

Розвиток ІТ впливає і на зростання злочинності в мережі. Постійно виявляються нові вразливі місця в програмному забезпеченні, створюються нові комп’ютерні віруси. У таких умовах системи інформаційної безпеки повинні уміти протистояти різноманітним атакам, як ![http://qrcoder.ru/code/?https%3A%2F%2Fonlinetestpad.com%2Fua%2Ftest%2F79462-osnovi-D1%2596nformac%25D1%2596jnoi-bezpeki-test1&4&0](data:image/gif;base64,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)зовнішнім, так і внутрішнім, атакам автоматизованим і скоординованим.

Отже, тема нашого уроку «Основні поняття в області безпеки інформаційних технологій. Місце і роль автоматизованих систем в управлінні бізнес-процесами»

Вивчення нового матеріалу

КОНСПЕКТ

Як тільки на Землі з'явилися люди, вони почали збирати, осмислювати, обробляти, зберігати і передавати різноманітну інформацію. Людство постійно має справу з інформацією. Перш ніж говорити про інформаційну безпеку необхідно визначитися з поняттям “інформація”.

Точного наукового визначення поняття "інформація" немає.Під інформацією розуміютьвідомості про об'єкти, процеси та явища.

***Інформація*** – данні про людей, предмети, факти, події, явища і процеси незалежно від форми їхнього представлення. Відомо, що інформація може мати різну форму, зокрема, дані, закладені в комп'ютерах, листи, пам'ятні записи, досьє, формули, креслення, діаграми, моделі продукції і прототипи, дисертації, судові документи й ін.

У *галузі інформаційних систем* рекомендується таке означення інформації:

***Інформація*** – це відомості, які є об’єктом зберігання, передавання і оброблення.

Оскільки інформація представляє інтерес для різних категорій користувачів, то основним призначенням інформації є її використання.

Як і всякий продукт, інформація має споживачів, що потребують її, і тому володіє певними споживчими якостями, а також має і своїх власників або виробників.

***Інформаційні ресурси*** – це окремі документи та масиви документів, представлені самостійно або в інформаційних системах (бібліотеках, архівах, фондах, базах даних та інших ІС).

Інформаційні ресурси можна класифікувати:

* *за видом інформації* – правові, науково-технічні, політичні, фінансово-економічні, статистичні, метрологічні, соціальні, персональні, медичні, про надзвичайні ситуації та т.п.;
* *за режимом доступу* – відкриті, обмеженого доступу, державна таємниця, конфіденційна інформація, комерційна таємниця, професійна таємниця, службова таємниця, особиста (персональна) таємниця;
* *за формою власності* – державні, муніципальні, регіональні, приватні, колективні;
* *за видом носія* – на папері (документи, листи, медичні карти, телефонні довідники організацій, чернетки і т.п.), в пам'яті комп’ютера, в каналі зв'язку, на дисках та інших носіях.

***Інформація, що захищається,*** — це інформація, що є предметом власності якого-небудь суб’єкта (держави, відомства, групи осіб або окремого громадянина) і підлягає захисту відповідно до вимог правових документів або вимог, які встановлюються власником інформації.

Види інформації, які підлягають захисту

1. Інформація з обмеженим доступом - інформація, право доступу до якої обмежено встановленими правовими нормами і (чи) правилами.
2. Таємна інформація - інформація з обмеженим доступом, яка містить відомості, що становлять державну або іншу передбачену законом таємницю.
3. Конфіденційна інформація - інформація з обмеженим доступом, якою володіють, користуються чи розпоряджаються окремі фізичні чи юридичні особи або держава і порядок доступу до якої встановлюється ними.

Під ***доступом до інформації*** розуміється ознайомлення з інформацією, її обробка, зокрема копіювання, модифікація або знищення інформації. Розрізняють санкціонований і несанкціонований доступ до інформації.

***Санкціонований доступ до інформації*** – це доступ до об'єктів, програм і даних користувачів, що мають [право](http://ua-referat.com/%D0%9F%D1%80%D0%B0%D0%B2%D0%BE) виконувати певні дії, а також права користувачів на використання ресурсів і послуг. Цей доступ не порушує встановлені правила розмежування доступу.

***Несанкціонований доступ (НСД) до інформації*** характеризується порушенням встановлених правил розмежування доступу. Це найбільш поширений вид комп'ютерних порушень.Дане поняття також пов'язане з поширенням різного роду комп'ютерних вірусів.

**Захист інформації** – це комплекс заходів, направлених на забезпечення інформаційної безпеки.

Захищеною вважають інформацію, не зазнала незаконних змін у процесі передачі, зберігання та збереження, не змінила такі властивості, як достовірність, повнота і цілісність даних.

Цікаво: У 1988 році американська *Асоціація комп'ютерного обладнання* оголосила 30 листопада Міжнародним днем захисту інформації (ComputerSecurityDay). Було зафіксовано першу масову епідемію [хробака](http://uk.wikipedia.org/wiki/%D0%A5%D1%80%D0%BE%D0%B1%D0%B0%D0%BA_%D0%BA%D0%BE%D0%BC%D0%BF'%D1%8E%D1%82%D0%B5%D1%80%D0%BD%D0%B8%D0%B9), якого назвали за іменем його творця — Морріса.

1. **Роль автоматизованих систем в управлінні процесами**

Комп'ютери – тільки одна з складових інформаційних систем, і хоча наша увага буде зосереджена в першу чергу на інформації, яка зберігається, обробляється і передається за допомогою комп'ютерів, її безпека визначається всією сукупністю складових і, в першу чергу, найслабкішою ланкою, якою в переважній більшості випадків виявляється людина.

Згідно визначення інформаційної безпеки, вона залежить не тільки від комп'ютерів, але і від інфраструктури, що її підтримує, до якої можна віднести системи електро-, водо- і теплопостачання, кондиціонери, засоби комунікацій і, звичайно, обслуговуючий персонал. Ця інфраструктура має самостійну цінність, але нас цікавитиме лише те, як вона впливає на виконання інформаційною системою своїх функцій.

Автоматизовані системи (АС) являє собою організаційно-технічну систему, що реалізує інформаційну технологію і об'єднує обчислювальну систему, фізичне середовище, персонал і оброблювану інформацію.

ОС - сукупність програмно-апаратних засобів, що призначені для обробки інформації

Інформація в АС піддається різним процесам: введення, збереження, обробка, виведення. Найбільш загальними інформаційними процесами, що відбуваються в автоматизованих системах є такі:

- інформаційно-довідкове забезпечення;

- інформаційне забезпечення задач;

- обслуговування інформаційних баз.

Усі вони реалізуються персоналом за допомогою апаратних засобів, ПЗ та інформаційних баз автоматизованих систем.

***Прийнято розрізняти два основних напрями ТЗІ в АС*** — це захист АС і оброблюваної інформації від несанкціонованого доступу та захист інформації від витоку технічними каналами.

* Захищена АС:*АС, що здатна забезпечувати захист інформації, що обробляється, від певних загроз*
* Захист інформації в АС - *діяльність, спрямована на забезпечення безпеки інформації, що обробляють в АС, і АС в цілому, яка дозволяє запобігти або ускладнити можливість реалізації загроз, а також знизити величину потенціального збитку в результаті реалізації загроз*
* Комплексна система захисту інформації *Захист інформації в АС полягає у створенні й підтриманні у працездатному стані системи заходів як технічних (інженерних, програмно-апаратних), так і нетехнічних (правових, організаційних), що дозволяють запобігти або ускладнити можливість реалізації загроз, а також знизити потенційний збиток*

**Обговорюємо:**

1. Що таке інформація з обмеженим доступом?
2. Яку інформацію називають конфіденційною? Таємною?
3. Що називають доступом до інформації? Які є види доступу?
4. Що таке захист інформації в автоматизованій системі?

Формування практичних умінь і навичок

**Завдання 1.** Створіть текстовий документ, що містить відомості про історію розвитку інформаційної безпеки. Подайте знайдені відомості в текстовому документі у зручному вигляді (таблиці, схеми тощо). Роботу надіслати за електронною поштою [slinnik@ukr.net](mailto:slinnik@ukr.net)

Домашнє завдання

1.Опрацювати конспект

2. За матеріалами Інтернету підготуйте добірку реальних історій про порушення інформаційної безпеки та наслідки цих дій. Створити презентація та роботу надіслати за електронною поштою [slinnik@ukr.net](mailto:slinnik@ukr.net)